
 

 
 
 

 
 
 
 
 
The purpose of this course is to provide basic knowledge for law enforcement on how 
the internet is used for various criminal activities.  
 
This course teaches Law Enforcement: 
 

• The difference between Dark web and Deep Web 

• The history of the Dark Web 

• Step-by-Step on how a hidden service is set u  

• Learn the difference between private and anonymous navigation on the Dark 
Web 

• The introduction to the Tor Web browser and how it is used 

• How to use the anonymous Tor browser for case investigation 

• The benefits of using a Tor browse 



•  This course will increase your awareness about how the internet is used by 
criminals 

 
At the end of this course: 
 

• Students will have an understanding and know how the anonymous Tor browser 
is used.  

• Learn how to install a virtual Private Network to be used with anonymous web 
browsing.  

• Learn how key loggers are installed and why they are used.  

• Best practices to follow during an investigation.  

• Students will have a understating on the dangers of using the Dark Web.  

• Students will understand the safe computer operating systems to use during 
investigation.  

• Students will learn what types of goods and services and sold on the Dark Web.  

• Students will learn what makes up the Dark Web.  
 
 

(This class is eligible for TCOLE credits under General Course Reporting) 
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